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Main Recommendations

General

· Ensure a Risk Management Policy is in place and forms part of the MI induction for all new staff.

· This UKMi document should be used as a template and adapted to suit local needs.

· All MI staff should adhere to the Risk Management Policy.

· The Risk Management Policy should be reviewed and updated annually.

· All MI staff to familiarise themselves with and implement the following:

· SOPs for MI services see:

        https://www.sps.nhs.uk/articles/ukmi-standard-operating-procedures-and-risk-management/
· National standards for Medicines Information Services see:  https://www.sps.nhs.uk/articles/ukmi-standards-and-audit/
· Regular review and internal audit of procedures.

Specific

1. Environment: ensure optimal utilisation of office space and adherence to local Health and Safety requirements.
2. Equipment and Information Resources: ensure suitable provisions are made for backup and maintenance of IT equipment. Ensure resources appropriate to that MI Centre are available (Core or additional) - see Essential Resources list: 
https://www.sps.nhs.uk/articles/ukmi-recommended-resource-lists-and-tools/
3. Outputs: Ensure that all staff are proficient in enquiry answering – enquiry responses or publications need to be supported by Evidence Based Medicine and checked appropriately applying quality assurance methods.
4. People: Ensure adequate staffing levels of an appropriate skill mix with supervision of less experienced staff, plus suitable training of all MI staff – see Education & Training National standard in above link. 

Introduction

“Risk Management” is encompassed within the larger concept of “Clinical Governance”.  The ultimate aim of Clinical Governance is to provide a high quality service delivering the best level of care to patients and ensuring that systems are in place for quality improvement year on year.

Medicines information services can embrace this practice by implementing a Risk Management Policy in accordance with meeting the National Standards for Medicines Information Services.  

Aims

This policy deals with risk associated with all aspects of MI.  It provides a framework for a system of safe practice, minimising risks involved in this area of pharmacy.

Focus

The overall objective of the Risk Management Policy must be to have an organisation which:

· Is fully “Risk aware”.

· Accepts that Risk Management is the responsibility of everyone.

· Encourages the open reporting of mistakes within a “fair blame” culture.

This in turn will ensure the achievement of the organisation’s overall objective which is “providing a quality service: the right treatment at the right time”.
Applying these objectives will lead to:
· Elimination of harm to patients, users of the MI service and MI staff.

· Reduction of adverse incidents and associated complaints, poor performance, provision of incorrect data, and legal action.

· Minimisation of adverse publicity and media attention.

Guidance on How to Use this Document

· Carry out a baseline risk assessment at the MI centre

· Perform a risk assessment as part of the Internal Quality Assurance Audit on the MI centre each year

Role of Local Guidance

Your base organisation will have plans or policies, which cover the subjects below. You should be aware of these, be able to access them and comply with them:-

	Topic
	Notes related to MI
	Awareness of policy?

	Compliant?

	Adverse Event Reporting
	Ensure Trust Policy is adhered to in conjunction with IRMIS (see Outputs section 3.1.4).
	
	

	Complaints
	See section 3.1.8
	
	

	Confidentiality
	Ensure all MI activities comply. Notes or drafts of letters that identify patients should be treated as confidential waste.
	
	

	Copyright
	Ensure relevant local and national guidance is adhered to.
	
	

	Data protection 
	Includes registering of enquiry databases.
	
	

	Fire regulations
	Attend routine fire lectures.  Know your fire exit route and location of alarms and extinguishers, avoid clutter.
	
	

	Freedom of information
	Ensure all MI activities comply.   Attend information governance training when required by your organisation
	
	

	Health and safety
	Store resources for easy access; care if lifting heavy items or reaching up; ensure adequate space, heating, lighting etc. 
	
	

	IT Policies
	Ensure MI activities comply.
	
	

	Personnel policies
	Appraisal, induction, recruitment, leave, sickness, grievances, whistle-blowing, dealing with the media etc.
	
	

	Records Management
	The Records Management Code of Practice for Health and Social Care for the Dept of Health includes a section on pharmacy. 
https://digital.nhs.uk/article/1202/Records-Management-Code-of-Practice-for-Health-and-Social-Care-2016
Specific Records Management guidance for MI was written in 2007.
https://www.sps.nhs.uk/articles/ukmi-guidance-on-legal-and-ethical-issues/

	
	

	Security
	Consider an SOP for unlocking/locking MI if appropriate. How to deal with inappropriate behaviour.
	
	

	VDU usage
	Undertake VDU/work station training (online versions available).  Ensure MI staff are comfortable and have regular breaks from VDU use.
	
	


Action Plan for Avoiding Potential Risks
1.
Environment

	1.1 MI Office

	Risk
	Points to Consider
	Potential Outcomes
	Completed

	All risks associated with the office environment have the following potential outcomes. Additional potential outcomes associated with individual office-related risks are listed separately alongside each risk

· Adverse effect on patient care.
· Inadequate/inappropriate or wrong information or advice supplied.
· Inefficient working environment and practices.
· Uncomfortable working environment.
· Low staff morale and increased sickness rates.
· Difficulties in recruiting and retaining staff.


	1.1.1 Lack of space / poor utilisation 


	· All staff to have own workspace.

· Ensure adequate storage for resources.

· Extend/redevelop office space. 

· Use electronic resources to reduce need for space for paper-based resources. 

· Avoid obstructing fire exists. 

· Ensure adequate office furniture for numbers of staff, and their tasks.

· Ensure workplace complies with local health and safety policy.
	· Legal case under Health & Safety legislation.

· Breach of Health & Safety legislation.


	

	1.1.2 
	· 
	· 
	

	1.1.3 
	· 
	· 
	

	1.1.4 
	· 
	· 
	

	1.1.5 
	· 
	· 
	

	1.1.6 
	· 
	· 
	

	1.1.7 
	· 
	· 
	

	1.1.8 Noise / interruptions 


	· All staff to consider others e.g. check if on the phone/can be interrupted.  

· Use quieter area for active/high risk work if possible.

· Consider implementing a work at home policy (eg.1 day per month for planning purposes) staff-levels permitting.

· Availability of phone cover should staff need to concentrate on a complex enquiry (level 3).

· Encourage visitors, especially regular ones, to view MI as a place of quiet working.
	
	

	1.1.9 
	· 
	
	

	1.1.10 
	· 
	
	

	1.1.11 
	· 
	
	

	1.1.12 
	· 
	
	


	1.1 MI Office continued

	1.1.13 Security problems 


	· SOP for locking and unlocking department.

· MI office manned at all times if unlocked.

· All staff to have secure log-in to IT workstations & MiDatabank.

· Log-off or lock PC if leave MI office.

· Store personal belongings out of sight.

· Store information relating to patients appropriately (Caldicott).

· Action plan in the event of someone entering the office exhibiting a threatening manner – make all staff aware of extension/bleep number for security.

· Ensure familiarity with lone working policy.
	· Compromise safety of MI staff

· Unauthorised access to patient information or commercially sensitive information.

· Breach of enquirer and/or patient confidentiality

· Theft of personal property or NHS resources


	

	1.1.14 
	· 
	· 
	

	1.1.15 
	· 
	· 
	

	1.1.16 
	· 
	· 
	

	1.1.17 
	· 
	· 
	

	1.1.18 
	· 
	· 
	

	1.1.19 
	· 
	· 
	

	1.1.20 
	· 
	· 
	

	1.1.21 Temperature/ Humidity


	· Minimise extremes of temperature and humidity 
	· Damage to paper-based resources 
	

	1.1.5 
Lighting 
	· Ensure appropriate lighting for MI workplace

· Ensure artificial or natural light does not cause screen glare.

· Consider blinds

 
	· Compromise health of MI staff e.g. screen glare causing eye strain and headaches

	

	
	· 
	· 
	

	
	· 
	· 
	

	1.1.6 
Headsets
	· Good practice to issue individual headsets and provide a choice of headsets
· Ensure adjustable volume and mute control
· Provide adjustable headsets
· Ensure headsets are regularly cleaned with alcohol wipes.
	· Prevent cross-infection

· Prevent discomfort to the user
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	


2. 
Equipment and Information Resources
	2.1  IT

	Risk
	 Points to Consider
	Potential Outcomes
	Completed

	All risks associated with IT have the following potential outcomes. Additional potential outcomes associated with individual IT-related risks are listed separately alongside each risk
· Adverse effect on patient care.
· Enquirer dissatisfaction and loss of confidence in the service.

· Unable to get back to enquirer with an answer because details temporarily unavailable or permanently lost (not applicable to 2.1.8).

· Data for current or past enquiries lost, corrupt or temporarily unavailable - may be unable to answer enquiries (not applicable to 2.1.8). 
· Inefficient working practices


	2.1.1 
Fire/Flood
	· Store irreplaceable data in special fireproof cupboard e.g. past enquiries on CDROMs.

· Locate server for MiDatabank in a separate secure location.

· Get enquiry attachments scanned as soon as possible.

· Avoid reliance on the hard-drive of PCs to store anything valuable – back up to a server wherever possible.
	· Unable to deal with complaint/legal case


	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	2.1.2 
Network failure
	· Consider standalone PC or laptop ideally with its own separate phone line and modem in line with Trust IT Policy.

· MiDatabank should be installed on the standalone PC/laptop.

· Have alternative internet email address so you can still send and receive email if Trust email system is down e.g. nhs.net

· If possible MI PCs should be allocated to more than one server hub.
	· MiDatabank and MI resources not accessible


	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	2.1.3 
Loss of power
	· At least one PC in MI should be on an emergency power supply socket.

· MI should consider having emergency lighting – either as part of Trust system or chargeable light packs.

· Consider a laptop with a battery back-up.

· Consider purchasing other equipment possibly needed – e.g. torch, power extension cable.
	· MiDatabank and MI resources not accessible


	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	


	2.1 IT continued

	Risk
	Points to Consider
	Potential Outcomes
	Completed

	2.1.4 
Loss of electronic data
	· System for regular MiDatabank backup via central IT department backup.

· System for backup of drive on which MS Office documents are held (e.g. Word documents, spreadsheets, PowerPoint presentations etc) or store on a server.
	· Unable to deal with complaint/legal case


	

	
	· 
	· 
	

	2.1.5 
MiDatabank unavailable
	· Agree a procedure e.g. answer all enquiries as Word documents so they can be pasted into MiDatabank once it’s available again.
	· Risk of enquiries being lost if not entered on MiDatabank at a later date

· Data containing sensitive information may enter public domain if not disposed of correctly

· Breach of confidentiality and Data Protection Act

· Legal consequences
	

	2.1.6 
Computer viruses
	· Ensure all PCs comply with Trust requirements including regular installation of upgrades of anti-virus/spyware software.

· Staff working from home must have adequate virus scanning software on their home PCs.

· Care with use of memory sticks, and CDs for importing new data or software from outside base organisation.
	
	

	
	· 
	
	

	
	· 
	
	

	2.1.7 
Run out of server space


	· Ensure the server you/IT use is capable of accommodating memory upgrades.

· Determine how much space is necessary for MiDatabank.  Keep attachments to a minimum to preserve server space.
	· Server reaches maximum capacity and unable to operate MiDatabank

· Risk of enquiries being lost if not entered on MiDatabank at a later date
	

	
	· 
	· 
	


	2.1 IT continued

	Risk
	Points to Consider
	Potential Outcomes
	Completed

	2.1.8 
Lack of or inadequate equipment
	· Identify equipment required and make business case outlining consequences for not having the equipment and benefits of having it.

· Is this an UKMi essential resource e.g. computer, software? If so, use UKMi national materials to assist you.

· Can use and therefore costs be shared with someone else? Is a secondhand item more cost-effective? 

· Source supplies according to local Trust guidelines.

· Budget for purchase/re-allocate funds.

· If essential equipment is not available to you, secure verification from your manager in writing outlining the repercussions clearly as proof of indemnity.
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	


	2.2 Information Resources

Refer to Essential Resources list: https://www.sps.nhs.uk/articles/ukmi-recommended-resource-lists-and-tools/

	Risk
	 Points to Consider
	Potential Outcomes
	Completed

	All risks associated with information resources have the following potential outcomes. Additional potential outcomes associated with individual risks are listed separately alongside each risk

· Adverse effect on patient care
· Inadequate/inappropriate or wrong information or advice supplied
· Enquirer dissatisfaction and loss of confidence in the service

· Legal consequences

	2.2.1 
Out of date resources e.g. books, files, CDROMs, Guidelines, Standard Search Patterns (SSPs)
	· All out of date sources to be removed or marked as out of date/withdrawn & stored in separate area.

· Procedure for use/storage of out of date sources.

· Procedure for ordering new resources e.g. check Essential Resources List regularly
· Procedure for updating Standard Search Patterns/ Resources for MiDatabank.

· Procedure for installation of new software.

· Procedure for updating Internet Favorites.
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	2.2.2 
Infringement of copyright
	· Have access to copyright legislation/display poster. See Copyright Licensing Agency 
https://www.cla.co.uk/sites/default/files/NHS%20England.pdf
[different posters available for each home country]
	
	

	2.2.3 
Resource is not used/used incorrectly Inadequate literature search or evaluated incorrectly
	· All staff appropriately trained on range of resources especially those on the essential resource lists.

· Regular peer review of enquiry answering as per UKMi guidelines
https://www.sps.nhs.uk/articles/ukmi-peer-review/. 
· Create and use standard search patterns or other guidance on answering enquiries. See UKMi Enquiry Answering Guidelines. https://www.sps.nhs.uk/articles/ukmi-enquiry-answering/
· Complete appropriate Medicines Learning Portal and MiCAL tutorials. 

· Train all staff on specific web resources especially and encourage them to identify strengths and weaknesses of these resources.
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	


	2.2 Information Resources continued

	Risk
	Points to Consider
	Potential Outcomes
	Completed

	2.2.4 
Resource unavailable 


(UKMi 
Essential 
Resources List  not  

            fully adhered to)
	· All staff to flag-up useful resources.  MI should be a resource for the whole of pharmacy so engage non-MI staff in this process.

· Ensure all staff are aware of the Essential Resources List and know how to access it.

· Budget for all resources classed as essential & consider supplementary resources cost-allowing – see also 2.1.8.

· Liaise with your library about additional resources that they may be able to fund.
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	2.2.5 
CDROMs lost/damaged
	· Past enquiry CDROM spare copies kept in designated fireproof cupboard.

· All CDROMs to be accessed via server where possible to minimise risk of loss - check license agreements.
	· Breach of enquirer and/or patient confidentiality

· Data containing sensitive information may enter public domain

· Data relevant to subsequent enquiries may be unable to be found
· Breach of confidentiality and Data Protection Act


	

	
	· 
	· 
	


3.
Outputs

	3.1  Enquiry Processing & Answering 

Refer to National Standards on Enquiry Answering also Education & Training at  https://www.sps.nhs.uk/articles/ukmi-standards-and-audit/
Also see the relevant SOPs at https://www.sps.nhs.uk/articles/ukmi-standard-operating-procedures-and-risk-management/

	Risk
	 Points to Consider
	Potential Outcomes
	Completed

	All risks associated with enquiry processing and answering have the following potential outcomes. Additional potential outcomes associated with individual enquiry-related risks are listed separately alongside each risk

· Adverse effect on patient care 

· Enquirer dissatisfaction and loss of confidence in the service

· Inadequate or wrong advice/information supplied
· Inappropriate prescribing
· Legal consequences


	3.1.1 
Telephone enquirer gets cut off/can’t get through 
	· Have procedure/SOP for answering telephones and receiving enquiries.

· Obtain enquirer’s contact details at beginning of call.

· Call waiting system with message or use of voicemail diversion if telephone engaged
	· Important information not supplied  before cut  off 
	

	
	· 
	· 
	

	
	· 
	· 
	

	3.1.2 
Enquirer misunderstood & details logged incorrectly, or failure to understand clinical significance of enquiry 
	· Telephone skills training & checklist.
· Complete Medicines Learning Portal and MiCAL tutorials.

· “Quick Questions Guide” used for training and as aide memoire by the phones afterwards. 

· MI Pharmacists to maintain and develop clinical pharmacy knowledge/role e.g. CPD, clinical presentations attended & made on regular basis/networking with clinicians to understand their needs and role.


	· Time wasted through inefficient working if further follow up required to correct mistake

	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	


	3.1 Enquiry Processing & Answering continued

	Risks
	Points to consider
	Potential Outcomes
	Completed

	3.1.3 
Enquiries are written on pieces of paper & lost 
	· All MI staff should enter enquiries directly onto system such as MiDatabank. Consider use of headset telecoms to keep hands free for using keyboard (see Headset guidance).

· Offer keyboard skills training – e.g. interactive PC packages

· Use notepads if absolutely necessary & not loose pieces of paper, but promote direct database entry to reduce duplication of effort.

· Any enquiry written on paper must be disposed via confidential waste.
	· Data not entered on MiDatabank

· Information not copied correctly on MiDatabank i.e. missing or factually incorrect

· Data lost before can be entered onto MiDatabank

· Important questions missed as not following process of filling in all fields

· Data containing sensitive information may enter public domain if not disposed of correctly

· Enquiry not answered
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	3.1.4
Incorrect / incomplete information or advice given to an enquirer

Poor or incomplete documentation 
	· Develop procedure for checking enquiries answered by different grades and level of experience of staff, and different types of enquiry e.g.  All trainees including rotational pharmacists, unless signed off as competent. All staff if written answer given i.e. most level 3 enquiries; all legal and ethical enquiries, all calculations.

· All new MI staff to be signed off as competent. 

· Use standard search patterns/quick question guide/enquiry answering guidelines.

· Perform appropriate literature searches

· Use procedure for recording errors/near misses i.e. IRMIS entry in addition to Trust reporting systems. 
· MI staff to review feedback and learning points from the IRMIS database reports: https://www.sps.nhs.uk/articles/incident-reporting-in-medicines-information-scheme-irmis/
· Implement system of peer review for all involved in enquiry answering

· Ensure MI centre subject to external audit at least every 3 years & regular internal audit by MI Manager.

· Do not answer enquiries outside sphere of competence, or with inadequate resources.
	· Staff repeating enquiry give wrong answer again or are unable to follow search strategy due to incomplete documentation

	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	


	3.1 Enquiry Processing & Answering continued

	Risk
	Points to Consider
	Potential Outcomes
	Completed

	3.1.5 
Answer not understood by enquirer
	· Repeat critical information/key points at the end.

· Check enquirer understanding.

· Written reply provided where appropriate

· Increase training.
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	3.1.6 
Third party enquiries
	· Avoid where possible/decide how appropriate it is for the enquirer to know the answer and consider legal & ethical implications.

· See the Medicines Learning Portal for guidance on Third Party calls
	· Breach of patient confidentiality and Data protection Act
· Possible litigation following breach


	

	
	· 
	· 
	

	3.1.7 
MI email /
voicemail / letter enquiries not accessed, or lost
	· Procedures for checking, receiving and processing all incoming routes of communication i.e. Telephone, voicemail/answer phone, email, letters, fax 


	
	

	3.1.8 
Enquirers dissatisfied with service
	· Conduct user survey, evaluate and implement any changes required.

· Ensure all staff aware of local user needs and any specific requirements.

· Procedure for dealing with complaints.

· Customer service training.

· External audit at least every 3 years.
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	3.1.9 
Paper copies of material related to enquiries are lost 
	· Do not rely on paper storage.

· Develop system for scanning materials & linking to enquiries on MiDatabank
	· Data containing sensitive information may enter public domain

· Data relevant to subsequent enquiries may be unable to be found

· Breach of confidentiality and Data Protection Act
· Possible litigation following breach


	

	
	· 
	· 
	


	3.1 Enquiry Processing & Answering continued

	Risk
	Points to Consider
	Potential Outcomes
	Completed

	3.1.10 
Enquirer unaware that use of drug is unlicensed or being used outside license
	· Ensure prescriber is informed of use and that they understand what this means. 


	
	


	3.2 Publications

	Risk
	 Points to Consider
	Potential Outcomes
	Completed

	3.2.1  Errors in written material
	· Produce QA sheets for each publication and store them after completion.

· Define competencies for authors & checkers of each publication type & implement.
· Have accreditation procedures for authors in larger centres.
	
	

	
	· 
	
	

	
	· 
	
	

	3.2.2 Information on website not up to date
	· Need to have a robust audit trail/process for content management of documents/information on websites to ensure the most current document is always available.
	
	


4.
People

	4. People

	Risk
	 Points to Consider
	Potential Outcomes
	Completed

	All risks associated with people have the following potential outcomes. Additional potential outcomes associated with individual risks are listed separately alongside each risk

· Low staff morale and increased sickness rates.
· Difficulties in recruiting and retaining staff.
· Enquirer dissatisfaction and loss of confidence in the service
· Adverse effect on patient care

 

	4.1.1 Communication  

            failure within 
            pharmacy/MI
	· Weekly team meetings where possible.

· Openness encouraged. 

· Regular 1-1s with manager.
	
	

	4.1.2 
	· 
	
	

	4.1.3 
	· 
	
	


	4. People continued

	Risk
	Points to Consider
	Potential Outcomes
	Completed

	4.1.2    Poor staffing levels/

            high workloads
	· Can the enquiry be diverted elsewhere (e.g. library)?

· Can non-enquiry duties be covered by someone else temporarily?

· Seek help from line manager with prioritisation of workload and other support (e.g. recruitment, funding).

· Can technology help overcome staff shortages? 

· Policy on minimum staffing levels/how to manage poor staffing levels in MI  

· MI Manager to ensure good staff recruitment & retention by attending Trust recruitment training and using UKMi competencies during interviewing process.

· Time Management training.

· Use MI rota to help with planning cover.

· Consider monthly enquiry “Blitz Days” to prevent build up (e.g. all staff to concentrate on enquiries in the in-tray and avoid all non-enquiry activities by arrangement).

· Regularly assess MI skill mix.

· Consider training of clinical pharmacists in use of basic resources and expect these to have been used prior to contacting MI

· New work only accepted with appropriate resources & funding.

· Non-enquiry work to be realistically timetabled on rota.

· Ensure ‘signposting’ enquiries are reduced by increasing accessibility of relevant information e.g. telephone number list
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	


	4. People continued

	Risk
	Points to Consider
	Potential Outcomes
	Completed

	4.1.3    Poor supervision
	· Produce rota for week ahead with designated senior pharmacist to supervise – include system for lunchtime phone cover.

· Ensure appropriate delegation of tasks according to level of skill.

· Have procedure for absence of MI pharmacist which encompasses supervision arrangements for junior staff. 

· Have clear lines of accountability in place for supervision of trainees and ensure suitably qualified personnel are available to supervise especially in absence of Mi manager
	· Inadequate or wrong advice/information supplied

	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	4.1.4 Poor forward    

            planning
	· Training in prioritization/time management plus project management skills.

· Rota in planning time to avoid “firefighting” culture.
	
	

	4.1.5 
	· 
	
	

	4.1.5 
Legal & Ethical dilemmas

	· Medicines Learning Portal and MiCAL tutorials on ethics.
· Refer to Legal & Ethical Guidance issued by the Clinical Governance Working Group: 
https://www.sps.nhs.uk/articles/ukmi-guidance-on-legal-and-ethical-issues/
· Have procedure/SOP for enquiry types that might be considered for referral.

· Annual legal & ethical training.

· Membership of appropriate Professional Indemnity Schemes.

· Undertake relevant Trust mandatory training e.g. information governance
	· Inappropriate enquiry handled.

· Enquiry handled inappropriately.

· Inadequate/inappropriate or wrong information or advice supplied


	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	


	4. People continued

	Risk
	Points to Consider
	Potential Outcomes
	Completed

	4.1.6 
Staff trained incorrectly
	· Induction programme in place which includes Risk Management Policy.
· Implement UKMi E&T standards.

· Define competencies for trainers and implement.
· Ensure trainers have sufficient time and level of expertise to cover all MI related issues.
· Define training needs in Development Review/PDP.

· Ensure trainees are allocated sufficient time with the trainer.

· Ask trainees for feedback and make changes accordingly.

· All new MI staff to be signed off as competent.
	· Trainees will not achieve the skills and competencies required for their qualifications and/or registrations.

· Time is wasted through inefficient working.

	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	
	· 
	· 
	

	4.1.7 
Staff complacency / lack of awareness of job role
	· Annual Development Review, KSF review and PDP for all.

· Regular CPD time – build into weekly Rota.

· Develop system for peer review in enquiry answering.  See  “Peer Review Good Practice Guidance”: https://www.sps.nhs.uk/articles/ukmi-peer-review/
· Well defined job description outlining current areas of responsibility – revised regularly.

· Appropriate supervision/delegation.

· Try and give all staff variety, specific areas of responsibility, and work to clear deadlines.
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	
	· 
	
	

	4.1.8 
Other NHS staff – lack of awareness of nature of service provision
	· Publicity about MI service – its nature and how to contact (e.g. presentations, posters, stickers on BNFs, article in Trust magazine).

· Take every opportunity to engage with clinical staff especially those who undertake new roles e.g. Non medical prescribers, new specialist nurse practitioners

· Referral to appropriate resource/centre.
	· Inappropriate enquiries received.

· Service not used to full potential.

· Healthcare professionals proceed with action without advice.


	

	
	· 
	· 
	

	
	· 
	· 
	


Prepared on behalf of the UKMi Clinical Governance Working Group (CGWG) by Katie Smith Sept 2016 and updated (editorial only) February 2018.  
Based previous documents by Sarah Smith (March 2011), Sandra Hicks & Simon Wills, February 2006 (amended June 2007) and Elena Grant & Jill Rutter.
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